
 

Page | 0 | Smart Connect Version 1.0 
 

 

 

  



 

Page | 1 | Smart Connect Version 1.0 
 

Table of Contents 
Digifort SMART Connect .................................................................................................................................... 2 

Introduction ................................................................................................................................................... 2 

InnerRange Integriti Integration .................................................................................................................... 3 

Smart Connect Configuration ........................................................................................................................ 4 

License Management .................................................................................................................................... 5 

 

 

 

 

 

 

 

 

 

 

 
 

 

  



 

Page | 2 | Smart Connect Version 1.0 
 

Digifort SMART Connect 
 

 

Introduction 
Digifort Smart Connect is the gateway between third-party systems and Digifort VMS. It provides the 
integration between various physical security systems like Access control systems, Intrusion detection 
systems, etc., and Digifort VMS, enabling bi-directional communication between these systems. 

With Smart Connect, Digifort VMS can receive events from third-party systems and trigger actions in these 
systems from a single user interface. 

Smart Connect presents a unified platform to integrate sub-systems into the Digifort VMS, and multiple 
sub-systems can be managed in a single gateway at the same time. 

It is easy to learn and very quick to configure, and yet very powerful. Once configured, it just runs in the 
background. 

Digifort VMS is never tied to a single product line or a single technology partner but rather bringsall ofthe 
different products and cutting-edge technologies into a single interface to best manage security incidents. 

 

Various 3rd Party Systems supported by Smart Connect, 

• Access Control System 

• Alarm/Intrusion Systems 

• Key management system 
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InnerRange Integriti Integration 
Digifort Smart Connect provides bi-directional integration with the InnerRange Integriti. With the duplex 
communication, operators can receive events from Integriti and can trigger actions like lock and unlock in 
the Integriti from Digifort surveillance client. Also, with automatic bookmarks, operators can search and 
visually review the Integriti events from Digifort client. 

Supported versions of Digifort Smart Connect  

• Digifort Smart Connect v0.9.6 

Supported versions for Integriti 

• InnerRange Integriti 

Licensing 

 

Features 

• Intuitive and easy User Interface. 
• Add/register the required devices of Integriti in Digifort Smart Connect to monitor. 
• Configure to trigger actions and/or create bookmark upon receiving events from the registered 

devices. 
• Execute actions like Lock and Unlock the doors in the Integriti system from Digifort surveillance 

client. 
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Smart Connect Configuration 
The following section provides a step-by-step guide to configure Smart Connect for InnerRange Integriti 
integration with the Digifort VMS. 

Login to Smart Connect 

 

On successful login, you will be presented with the main application window 
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License Management 
If this is a new system, you will need to configure the licenses. Navigate to the Licenses section and click 
Add button to add a new license key.  

 

 

On successful license activation, you can check the number of third-party devices that are allowed to be 
imported into the Smart Connect platform. 
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Add Digifort Server (VMS Server) 

Right-click on the Digifort section under Servers and select Add Server. Enter the Digifort server details and 
click Save. 
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Register Cameras 

Right-click on the Digifort server and select Register Devices. 

 

 

Select cameras you need to associate with the Integriti objects and click Save.  
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Configure Integriti 

You can configure Integriti by following the steps below: 

Log on to the Integriti System Designer. 

 

From the menu, go to Administration > Communication Handlers as shown in image below: 

 

 

Add a new or edit the existing Communication Handler of type Review Sender. Under Basic 
Cofiguration > Format String, enter the value as: {LocalTimeGenerated} & {Entity_1.Type:F} & 
{Entity_1.Address} & {Transition:F} & {Entity_2.Type} & {Entity_2.Name} \r\n 

NOTE: Without this step, the events will not be received in Digifort Smart Connect. 
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Add Integriti server 

Right-click on the Integriti section under Servers and select Add Server. Enter the Integriti server details 
and click Save.  
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Register Integriti Devices 

Right-click on the Integriti server and select Register Devices. 

 

 

Select required Integriti devices and click Save. 
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Camera Assignment 

Camera assignment maps the Integriti devices onto the Digifort cameras. Navigate to the Camera 
Assignment section and drag-drop the cameras onto the Integriti devices. This forms the association 
between the cameras and Integriti devices.  

 

 

 

  

Simply Drag & Drop 
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Event Configuration 

In this section, you can configure which events you need to monitor from each Integriti device. Digifort 
Smart Connect allows configuring events and associated actions at each device, providing fine-grained 
flexibility. Also, you can select whether to trigger a global event or create a bookmark for events in this 
section.  

Tips: Please create your desired action by creating global events in Digifort first. 
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Actions 

The actions section allows configuring actions that will be triggered in Digifort in response to events 
from Integriti. 

 

Global event triggered from Integriti device (Door Unlock event) 

  

 

  

Choose the Global 
events you have 
created. 
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Search Bookmark 

 

Event Playback using the bookmark 
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Smart Connect Action Links 

Using Smart Connect Action Links, you can trigger actions in Integriti from the Digifort surveillance 
client using OBJECT LINKS. 

Navigate to the Action Links section and select a device from the drop-down. Select an action and click 
Add. Once the action link is created, click the copy button to copy the action link URL to the clipboard. 
This URL can be embedded onto a camera view using Manual Event and Object Links in the Digifort.  

 

 

Create a manual event with HTTP action and use the copied URL 



 

Page | 16 | Smart Connect Version 1.0 
 

Create an Object link on the camera using the manual event created in the previous step. 

 

Use the object link to perform the action in Integriti. 
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